
 
 
 
 

Security Engineer 

ENAI 
A safe and comfortable to live 
For professional service providers, we are happy to be the knowledge partner in continuity with solutions without 
having to worry about anything. We ensure that our customers can fully focus on their services. And in the 
background, we are happy to ensure that all information & systems are always available in a secure manner.\ 
 
We supply the ENAI service platform for managed services. Our solutions are currently often used by professional 
service providers in the security industry. 
 
We always see opportunity in connecting, interpreting and/or presenting information sources, which makes it 
possible professional service providers are able to act not only reactively, but also proactively valuable information. 
 
With you, it becomes bettter! Will you join our team? 
We are on search Unpleasant An Security engineer, That both on tactical as on operational level 
the responsibility takes for the IT security infrastructure. 
You works in An team by security engineers, implements security solutions and advises our customers about 
improvements in IT security. 

 
#Activities: 

• Monitoring: Continuously monitoring security statuses within the systems and networks you use 
identifies possible incidents and suspicious activities. 

• Assessments and incident analysis: you independently carry out security/network/product assessments, 
reports the results and supports the analysis of security incidents. 

• Advice and implementation: you act as a sparring partner for customers and implement security 
solutions within complex networks. 
 

#Education & experience 
• HBO work and thinking level 
• Demonstrable experience in system and/or network management in combination with configuring 

security features and controls. 
• Strong affinity with security tools, best practices, hardening and security technologies. 
• A valid certification at Fortinet NSE7/Cisco CCNP Security/Check Point CCSE level (or 
• comparable); 
• A statement of reliability is no problem for you. 

 
#Soft skills 

• Effective communication 
• Analyzing & problem resolving power 
• Responsibility 

 
#Hard skills 

• Network security 
• Disaster recovery and business continuity 
• Design and implementation by security products. 
• Certified Secure certification: Aware admin 
• OWASP 


